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STEFANO CORSO

Il trattamento dei dati personali in ambito sanitario

Il trattamento dei dati personali in ambito sanitario ¢ regolato da plurime disposizioni appartenenti a fonti di diver-
so livello. Uno dei principali aspetti che connota questa disciplina attiene alla tipologia di dati personali maggior-
mente trattati nella sanita, ossia i dati relativi alla salute. Da un esame complessivo della normativa, nazionale e
sovranazionale, emerge la tensione fra gli interessi sottesi — di natura pubblica e privata — di cui il legislatore cerca
di realizzare un bilanciamento. Elemento caratteristico del rinnovato quadro giuridico ¢ il superamento definitivo
della regola del consenso con l'approdo a paradigmi differenti di protezione dei dati, che possano valorizzare effet-
tivamente la dimensione circolatoria del fenomeno. Nel cangiante panorama legislativo in materia di dati sanitari,
permane la garanzia del diritto fondamentale della persona allautodeterminazione. Listituzione dello spazio euro-
peo dei dati sanitari conferma l'assunto.
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The processing of personal data in healthcare

The processing of personal data in the healthcare sector is governed by multiple provisions from various sources.
One of the main aspects of this regulation concerns the type of personal data most commonly processed in
healthcare: data concerning health. An examination of national and supranational legislation reveals underlying
tensions between public and private interests, which the legislator must balance. A defining feature of the updated
legal framework is the definitive shift away from the consent rule, with different data protection paradigms now
in place that can effectively enhance the circulation of data. Despite the changing legislative landscape regarding
health data, individuals’ fundamental right to self-determination remains guaranteed. The establishment of the
European Health Data Space confirms this assumption.
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1. Autodeterminazione terapeutica e
autodeterminazione informativa

“La dignita, I'identita, la liberta e l'autodetermina-
zione, la privacy nei suoi diversi significati sono
prerogative da declinare con la specificazione ‘nel
corpo™*'. Con queste parole Paolo Zatti si riferiva
alle situazioni giuridiche pertinenti alla persona
rapportandole al corpo. E Stefano Rodota, citan-
do queste stesse parole, aggiungeva: “dunque
nella vita™. Il ragionamento portava alla contrap-
posizione dell'autonomia del soggetto nei rapporti
patrimoniali rispetto allautonomia nelle scelte esi-
stenziali. Cautodeterminazione come diritto della
persona si declina cosi come autodeterminazione
terapeutica. Ma non ¢ questo I'unico modo possi-
bile di concepire l'autodeterminazione.

I 15 dicembre 1983, nel celebre Volkszihlungs-
urteil, la Corte costituzionale tedesca® sanci, com?
noto, il diritto allautodeterminazione informa-
tiva e tale diritto fu ancorato agli artt. 1 e 2 del

1. ZATTI 2009, p. 86.
RODOTA 2010, p. 211.

Grundgesetz, riconducendosi direttamente all’i-
stituto dellallgemeines Personlichkeitsrecht*. Lau-
todeterminazione informativa venne cosi intesa
come il diritto fondamentale della persona di deci-
dere autonomamente in merito alla divulgazione e
all'utilizzo dei propri dati personali, derivante dal
principio cardine della dignita e dalla garanzia del
libero sviluppo della personalita, che richiede la
protezione dell'individuo dalla raccolta, la conser-
vazione, 'uso e la diffusione illimitati dei suoi dati
personali.

Quando si parla di autodeterminazione in
ambito sanitario, tuttavia, non ¢ a quella informa-
tiva che si fa usualmente riferimento, bensi all'au-
todeterminazione terapeutica o meglio, e piu in
generale, allautodeterminazione della persona sul
proprio corpo. Lautodeterminazione accede, da
questo piano, a un insieme di significati ampio e
diversificato, una parte dei quali si rispecchia nei
corrispondenti significati che stanno sul piano
dellautodeterminazione informativa e unaltra

2
3. BVerfG, 15.12.1983, in “Neue Juristische Wochenschrift’, 1984, p. 419.
4

Tale correlazione fu poi ribadita dall’art. 1 del Bundesdatenschutzgesetz del 1990 (e successive modifiche) nonché

dalle normative dei singoli Léinder. RESTA 2006, p. 572.
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parte, la piu cospicua, vi € invece ignota. Nellordi-
namento italiano l'autodeterminazione, in questo
senso, ma non solo, ¢ considerata oggetto di un
diritto fondamentale della persona, che trova il suo
punto di sintesi con il diritto alla salute, nel consen-
so informato del paziente. Il consenso informato
al trattamento sanitario ¢ elemento fondamentale
del diritto allautodeterminazione terapeutica della
persona, annoverabile fra i diritti della personalita,
e la sua violazione determina il diritto al risarci-
mento del danno®.

La consensualita nella relazione di cura, con
l'abbandono dell'impostazione verticale e paterna-
listica del rapporto classico medico-paziente e con
la centralita della persona in medicina, ha trovato
riconoscimento normativo nella legge 22 dicembre
2017, n. 219°. Rubricata “Norme in materia di con-
senso informato e di disposizioni anticipate di trat-
tamento’, la legge 219/2017 ¢ giunta a delineare una
disciplina per la relazione di cura, dal momento
attuale del dialogo fra medico e paziente a quello
finale, in cui unattualita di quel dialogo puo venire
a mancare, per le condizioni di fragilita dell'indi-
viduo. La legge non ha riempito unarea vuota di
diritto, ma si ¢ innestata su un terreno gia abitato
dal diritto vivente, nel fertile scambio di dottrina e
giurisprudenza’.

Il consenso informato — espressione di cui si fa
uso anche nella legge 219/2017 - ¢ lelemento che
connota tanto lautodeterminazione terapeutica
quanto lautodeterminazione informativa, ritro-
vando lautodeterminazione, come comun deno-
minatore, il profilo della volonta del soggetto.
All'interno del contesto sanitario, nel percorso di
cura, lautodeterminazione terapeutica supera e,
per cosi dire, assorbe quella informativa. Infatti,
nel momento in cui I'individuo esprime consape-
volmente il proprio consenso al trattamento sani-
tario, non € necessario — come si ricava dall’art. 9
del Regolamento generale sulla protezione dei dati
(reg. Ue n. 679 del 2016, c.d. GDPR)® - che egli

manifesti pure il consenso al trattamento dei suoi
dati, perché questo avvenga.

Uno degli aspetti critici della disciplina italia-
na in materia, prima che entrasse in vigore e fos-
se applicabile il GDPR, era proprio questo. Dover
richiedere il consenso del paziente al trattamento
dei suoi dati sanitari per lesecuzione della pre-
stazione sanitaria apriva, in astratto, allaporia del
soggetto che avrebbe potuto domandare la presta-
zione medica, quindi acconsentendo al trattamen-
to sanitario, e allo stesso tempo negare il consenso
al trattamento dei dati relativi alla propria salute.
In concreto, per ottenere la prestazione medica, il
paziente ovviamente acconsente anche al tratta-
mento dei suoi dati sanitari e allora si comprende
come il consenso possa dirsi del tutto apparente o
necessitato’.

Lautodeterminazione informativa in ambito
sanitario non ¢ stata tuttavia obliterata. Deve rite-
nersi, infatti, che essa sia recuperata proprio nella
dimensione della relazione di cura, sul piano del
rapporto medico-paziente, non pill gerarchizzato
secondo gli schemi del passato, ma costruito sul
dialogo e orientato all'alleanza terapeutica'®.

Alla luce del ruolo che continua a svolgere il
consenso informato tanto sul piano del trattamen-
to sanitario quanto su quello del trattamento dei
dati personali e, nella specie, nellambito sanitario,
sembra potersi intravedere un parallelismo, sep-
pure imperfetto, fra autodeterminazione come
governo del corpo e autodeterminazione come
controllo delle proprie informazioni: governo del
corpo fisico e governo del corpo digitale. Losserva-
zione si arricchisce con riferimento alla protezione
dei dati personali alla luce delle varie situazioni
giuridiche riconosciute attraverso i c.d. “diritti
dell'interessato”

Lautodeterminazione informativa nel con-
testo sanitario si connota specialmente per due
aspetti: la sensibilita dei dati personali coinvol-
ti e la qualifica prevalentemente pubblica dei

5. PuciLLA 2010. Cfr. CALDERAI 2015, p. 225 ss. Spec. con riferimento alla prospettiva del diritto sanitario,

v. P10GG1A 2011, p. 127 ss.
Su tutti, ZATTI 2018, p. 247 $S.; ZATTI 2019, P. 3 SS.

6
7. MANTOVANI 2019, p. 1447 Ss.
8. THIENE 2021, p. 240 ss.

9

FINOCCHIARO 2008, p. 207 ss., spec. p. 213.

10. SENIGAGLIA 2023, P. 470 sS., spec. p. 476. Cfr. CACACE 2025, p. 333 ss.; FOGLIA 2018.
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soggetti che eseguono il trattamento e della loro
funzione''. Partendo da tale constatazione, si
coglie come proprio questo ambito sperimenti la
tensione fra i valori e richieda un bilanciamento
attento'”. La dove, infatti, si consideri la peculiare
sensibilita delle informazioni, emerge la necessi-
ta di una piu elevata difesa della persona, mentre,
considerando l'interesse pubblico perseguito, si
evince lesigenza del limite al diritto individuale'’:
linee di tutela che sembrano muoversi in direzio-
ni opposte.

2. Trattamento dei dati personali in
ambito sanitario e trattamento
dei dati relativi alla salute

La tutela della persona rispetto alla circolazione
delle informazioni che la riguardano é stata affi-
data, in origine, al consenso dellinteressato. Il
consenso era visto come lo strumento per mez-
zo del quale il soggetto poteva esercitare un con-
trollo sul fenomeno circolatorio dei dati, nel suo
duplice senso: in positivo, quando prestato, legit-
timando il trattamento dei dati personali e per-
mettendo al titolare del trattamento di svolgere
le relative operazioni; e in negativo, quando non
prestato, rendendo illecito il trattamento che fos-
se comunque avvenuto e che non trovasse altra
base giuridica e quindi attivando il meccanismo
sanzionatorio'*.

La Direttiva UE n. 46 del 1995, che contem-
plava il consenso dell'interessato quale base
giuridica del trattamento di dati personali al
menzionato art. 7, lett. g, lasciava agli Stati mem-
bri il consueto margine di discrezionalita nell’at-
tuare anche questa previsione, come disposto
all'art. 5. La scelta del legislatore italiano fu quella
di attribuire al consenso una funzione di perno

della disciplina della protezione dei dati perso-
nali, attorno al quale far ruotare lesercizio dei
diritti dell'interessato.

Il panorama ¢ mutato con lentrata in vigore del
GDPR". 1l consenso dellinteressato ¢ solo una
delle differenti condizioni di liceita del trattamen-
to, ai sensi dell’'art. 6 GDPR, e - qualificato come

“esplicito” - ¢ solo una delle ipotesi di deroga al

divieto di trattamento delle categorie particolari
di dati personali, ai sensi dellart. 9 GDPR'. La
novita non ¢ tanto nel contenuto di queste dispo-
sizioni quanto nella tipologia di atto normativo
adottato. Se la Direttiva, dovendo essere attuata,
presupponeva la mediazione dell'intervento del
legislatore nazionale, il Regolamento, invece, &
direttamente applicabile e — pur se non elimina
del tutto il margine di discrezionalita lasciato agli
Stati membri, soprattutto alla luce di molteplici
formulazioni normative volutamente ampie, che a
loro volta richiedono unattuazione da parte degli
ordinamenti nazionali - trasferisce la sua impo-
stazione nei sistemi giuridici europei in modo
immediato.

Il discorso assume uno spessore maggiore se
si considera che il trattamento di dati personali in
ambito sanitario ¢ forse quello che maggiormente
ha ad oggetto i dati relativi alla salute. Come noto
questa tipologia di dati personali rientra nel nove-
ro delle particolari categorie di dati personali per
le quali si prevedono misure piu rigorose in ordi-
ne al loro trattamento. Si tratta di quelle informa-
zioni che tradizionalmente rientrano nel concetto
di “dati sensibili” e il cui trattamento ¢ in grado di
mettere a serio rischio le liberta e diritti fondamen-
tali della persona'’.

Come anticipato, lart. 9, par. 1, GDPR vie-
ta il trattamento di dati relativi alla salute, ma, al

11. SANDULLI 2023, p. 1 ss. Cfr., per le linee di sviluppo del diritto sanitario, SANDULLI-APERIO BELLA 2021.

12. Evidenzia la centralita del rapporto fra privacy e attivita della pubblica amministrazione P. PERLINGIERI 2003,
p. 211 ss. Sul valore della persona e il principio personalista nel sistema ordinamentale italiano, nel rispetto

del quale necessariamente deve compiersi ogni bilanciamento, v. P. PERLINGIERI 2020, vol. ITI, p. 1 ss.; nonché

P. PERLINGIERI 1972.

13. C. PERLINGIERI 2022, p. 127 ss. Cfr. D1 CIoMMO 2002, p. 121 ss.

14. Cfr. BYGRAVE 2002, p. 150 e 154. Nel contesto italiano, ex plurimis, IAMICELI 2024, p. 76 ss., nonché Sica 2001,

p. 621 ss.; PATTI 1999, p. 455 ss.; CUFFARO 1997, p. 201 SS.

15. Cfr. P. PERLINGIERI 2018, p. 481 ss.

16. THIENE 2023, p. 7 $S.; GRANIERI 2017, p. 165 ss. Cfr. GEORGIEVA-KUNER 2020, p. 365 ss.

17. THIENE-CORSO 2023; GUARDA 2019, P. 591 sS.; RICCIO 2004, p. 247 $s.; ZAMBRANO 1999, P. 1 §S.
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contempo, il rigore del divieto ¢ mitigato dallelen-
co delle ipotesi eccezionali in cui tale trattamento
¢ ammesso secondo il par. 2 dello stesso articolo.
E proprio attraverso queste fattispecie derogatorie
che il trattamento di dati sensibili, in ambito sani-
tario, € consentito. Oltre alle ipotesi riconducibili
alla volonta della persona, ossia le eccezioni di cui
alle lett. a ed e — cioé il consenso esplicito dell'inte-
ressato e la pubblicazione manifesta dei dati stessi
da parte dell'interessato — giocano un ruolo di fon-
damentale importanza a tal fine le ipotesi enuncia-
te alle lett. ¢, g, h,iej.

Prima fra tutte, leccezione di cui alla lett. &, che
si sostanzia nella c.d. “finalita di cura’, permette
il trattamento dei dati relativi alla salute, qualora
necessario, per lerogazione dei servizi e delle pre-
stazioni di natura medica e sanitaria, non solo sulla
base del diritto eurounitario o nazionale, ma anche
“conformemente al contratto con un professionista
della sanitd”. Viene cosi coperto il panorama del
settore pubblico tanto quanto quello del settore
privato. La disposizione ¢ integrata dalla previ-
sione dell’art. 9, par. 3, secondo cui il trattamento
per finalita di cura di dati sanitari, oltre alle altre
categorie particolari di dati personali, deve avve-
nire soltanto ad opera o sotto la responsabilita di
un professionista vincolato al segreto professio-
nale o di un soggetto comunque tenuto allobbligo
di segretezza. Va considerato che il trattamento di
dati relativi alla salute in ambito sanitario ¢ parte
essenziale del rapporto medico-paziente ed ¢ indi-
spensabile per I'individuazione e lesecuzione del
trattamento sanitario e per lo svolgimento della
funzione di un sistema sanitario*®.

Il trattamento di dati relativi alla salute in ambi-
to sanitario ¢ permesso, sotto altri aspetti, anche
dalle altre ipotesi menzionate'®. Cosi, con lappli-
cazione della lett. ¢, si consente il trattamento di
dati sanitari che risulti necessario per un tratta-
mento sanitario salvavita o richiesto in condizioni
gravi di salute. Per la ricerca in ambito medico, la
lett. j permette il necessario trattamento dei dati
sulla salute. Mentre su un piu generale versan-
te amministrativo si colloca lapplicabilita delle

eccezioni enunciate alle lett. g ed i. Se quest’ulti-
ma, infatti, viene in rilievo per i trattamenti di dati
sanitari necessari per motivi pubblici legati alla
sanita pubblica, quindi anche per garantire il buon
funzionamento dei sistemi sanitari stessi, la lett. g
si apre alle esigenze piti ampie, non solo quelle che
si prospettano come strettamente connesse alla
sanita pubblica, ma anche le esigenze delle pub-
bliche amministrazioni, purché il trattamento di
dati relativi alla salute sia necessario per “motivi di
interesse pubblico rilevante”

Limportanza del trattamento dei dati sanitari
— e delle altre tipologie di dati sensibili - a scopi
legati alla tutela della salute & sottolineata anche
dal considerando 53 del Regolamento, per cui “le
categorie particolari di dati personali che meritano
una maggiore protezione dovrebbero essere trat-
tate soltanto per finalita connesse alla salute, ove
necessario per conseguire tali finalita a beneficio
delle persone e dell'intera societa, in particolare
nel contesto della gestione dei servizi e sistemi di
assistenza sanitaria o sociale, compreso il tratta-
mento di tali dati da parte della dirigenza e delle
autorita sanitarie nazionali centrali a fini di con-
trollo della qualita, informazione sulla gestione e
supervisione nazionale e locale generale del siste-
ma di assistenza sanitaria o sociale, nonché per
garantire la continuita dell’assistenza sanitaria o
sociale e dell'assistenza sanitaria transfrontaliera o
per finalita di sicurezza sanitaria, controllo e aller-
ta o a fini di archiviazione nel pubblico interesse, di
ricerca scientifica o storica o a fini statistici in base
al diritto dell'Unione o nazionale che deve perse-
guire un obiettivo di interesse pubblico, nonché
per studi svolti nel pubblico interesse nell'ambito
della sanita pubblica”.

Peraltro il settore sanitario non ¢ l'unico in cui
avviene il trattamento di dati relativi alla salute.
Esso, infatti, si svolge in numerosi ambiti, anche
per scopi pill strettamente legati al mondo delle-
conomia. Anche per questo lesigenza di delineare
attentamente le eccezioni al divieto di trattamen-
to si impone con forza, soprattutto nella rapida

18. “Linformazione ¢ dunque al centro delle organizzazioni sanitarie forse anche piu della conoscenza. Le infor-

mazioni sanitarie sono cresciute in numero e complessita e sono divenute forse la prima preoccupazione delle

strutture sanitarie’, COMANDE 2008, p. 289.
19. Cfr. GRECO 2019, p. 244 SS., SPecC. P. 249 ss.
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evoluzione tecnologica che contraddistingue la
societd contemporanea®’.

I GDPR rinuncia a una completa uniforma-
zione delle discipline nazionali, lasciando alla
discrezionalita degli Stati membri la possibilita di
condizionare e anche limitare il trattamento dei
dati relativi alla salute, cosi come quello dei dati
genetici e biometrici, attraverso il mantenimento
delle normative interne o I'introduzione di nuove
regole, per certi versi seguendo una logica simile a
quella armonizzante della direttiva: la disposizione
di riferimento in questo caso ¢ il par. 4 dell’art. 9*'.

Numerose altre regole dettate dal GDPR pos-
sono trovare applicazione con riguardo al tratta-
mento dei dati personali in ambito sanitario, ma
il ruolo principale ¢ giocato proprio dall’art. 9, che
definisce cosi uno statuto generale per i dati sen-
sibili e quindi include le norme di base del tratta-
mento dei dati relativi alla salute. La disciplina del
trattamento di dati personali in ambito sanitario
tuttavia non si esaurisce nel Regolamento generale
sulla protezione dei dati, nonostante questo riman-
ga il piu rilevante atto normativo di riferimento.
Una parte delle norme in materia ¢ al di fuori del
diritto eurounitario e ricade nel diritto interno.
Cosi, nellordinamento italiano, assumono rilievo
al riguardo le disposizioni del Codice della privacy.

3. Le norme del Codice della privacy

Per adeguare l'assetto del proprio sistema all'avven-
to del GDPR, il legislatore italiano ¢ intervenuto
sul Codice della privacy apportando numerose ed
estese modifiche mediante il d.Igs. 10 agosto 2018,
n. 101*2. Si & quindi inciso profondamente sulla

struttura e sul testo delle disposizioni del Codice
della privacy, abrogando interi blocchi di articoli,
sostituendone e modificandone altri, introducen-
done di nuovi, con una tecnica legislativa che non
¢ andata esente da critiche®.

Labrogazione dellart. 4 ha comportato lelimi-
nazione della definizione di dati sensibili, conte-
nuta alla lett. d, essendo ora assorbita dalla valenza
dellespressione “categorie particolari di dati perso-
nali” di cui all'art. 9 del GDPR. 1l Titolo III della
Parte I del d.Igs. n. 196 del 2003 ¢ stato abrogato per
intero, con tutti gli articoli che conteneva, compresi
gli artt. 20 e 26 applicabili appunto ai dati sensibili.
Una parte assai rilevante delle nuove disposizio-
ni, introdotte nel 2018, si trova agli artt. 2-bis ss.,
distribuiti ora, nel Titolo I, “Principi e disposizioni
generali’, della Parte I. Fra questi, un ruolo di estre-
ma importanza per il trattamento di dati persona-
li appartenenti alle particolari categorie, anche e
soprattutto per il trattamento dei dati relativi alla
salute, & svolto dagli artt. 2-sexies e 2-septies™.

Lart. 2-sexies precisa le condizioni di ammissi-
bilita dei trattamenti necessari per motivi di inte-
resse pubblico rilevante ai sensi dellart. 9, par. 2,
lett. g, del GDPR*. Essi sono ammessi, ai sensi del
comma 1, “qualora siano previsti dal diritto dell'U-
nione europea ovvero, nellordinamento interno,
da disposizioni di legge o di regolamento o da atti
amministrativi generali che specifichino i tipi di
dati che possono essere trattati, le operazioni ese-
guibili e il motivo di interesse pubblico rilevan-
te, nonché le misure appropriate e specifiche per
tutelare i diritti fondamentali e gli interessi dell'in-
teressato”*°. Tale disposizione & stata modificata

20.

21.

22.

23.
24.
25.
26.

Richiamando il mosaic of policies di Westin 1976, p. 269, come necessita per gestire le problematiche sollevate
dal trattamento di dati sanitari, Comandé 2008, p. 285, individua alcune aree in cui i dati sulla salute sono sem-
pre maggiormente raccolti, usati e condivisi: “1. lerogazione di servizi sanitari; 2. il pagamento delle prestazioni;
3. gli usi sociali dei dati sanitari per prevenire la diffusione di epidemie”.

Cfr. FARES 2021, p. 23.

In argomento P1zZZETTI 2021, p. 3 ss.; Tosi 2019, p. 16 ss. Sullo spirito del Codice della privacy italiano, a seguito
dellavvento del GDPR, v. ALPA 2021, p. 995 ss.

CUFFARO 2018, p. 1181 ss., Spec. p. 1183 s.

C. PERLINGIERI 2022, P. 130 S.

CORTESE 2021, P. 1044 SS.

Il comma 2 dell’art. 2-sexies fornisce invece un elenco di materie in cui € considerato rilevante I'interesse pubbli-
co relativo a trattamenti effettuati da soggetti che svolgono compiti di interesse pubblico o connessi allesercizio
di pubblici poteri. Tra le numerosissime ipotesi di questo elenco, si evidenziano, per la stretta connessione con
i dati sanitari, quelle di cui alle lett. ¢, u, v, z, aa e cc.
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dallart. 9, comma 1, lett. b, n. 1, d.1. 8 ottobre 2021,
n. 139%” - c.d. “Decreto capienze” - convertito con
modificazioni dalla legge 3 dicembre 2021, n. 205,
che ha eliminato la fonte regolamentare della
previsione come ipotesi di ammissibilita dei trat-
tamenti nellordinamento interno e ha aggiunto
invece quella degli atti amministrativi generali®®. Il
comma 1-bis dell’art. 2-sexies del Codice della pri-
vacy, introdotto dalla medesima lett. b dell’art. o,
comma 1, d.l. n. 139/2021, al n. 2, cosi come modifi-
cato dalla citata legge di conversione n. 205/2021, e
specificamente dedicato al trattamento di dati rela-
tivi alla salute, ¢ stato in seguito sostituito dall’art.
44, comma 1, del d.l. 2 marzo 2024, n. 19, conver-
tito con modificazioni dalla legge 29 aprile 2024,
n. 56, il quale ha anche aggiunto allart. 2-sexies
un comma 1-fer. Queste nuove disposizioni indi-
viduano una serie di soggetti istituzionali che, nel
rispetto delle proprie finalita, possono trattare i
dati personali relativi alla salute, anche mediante
interconnessione. Per poter essere trattati, i dati
personali dovranno essere pseudonimizzati*®. Si
puo notare, sin da subito, nel trattamento dei dati
relativi alla salute, la centralita del fascicolo sanita-
rio elettronico.

Lart. 2-septies, invece, si pone in attuazione del
par. 4 dell'art. 9 del GDPR, prevedendo, come con-
dizione per ammettere il trattamento di dati rela-
tivi alla salute, genetici e biometrici, la conformita
alle misure di garanzia disposte dal Garante®®. Un
particolare rilievo ricopre il comma 5, per cui le
misure di garanzia sono adottate in relazione a cia-
scuna categoria di dati personali di cui al comma
1, ossia dati relativi alla salute, dati genetici e dati
biometrici, avendo riguardo alle specifiche finalita
del trattamento. In tal senso, le misure di garanzia
vengono ad essere lelemento chiave, per coniugare
la limitata circolazione dei dati appartenenti alle

categorie particolari e la sicurezza nel trattamento,
nellottica del rispetto dei diritti dell’'interessato.

Espressamente dedicato al trattamento di dati
personali in ambito sanitario ¢ il Titolo V della
Parte II del Codice della privacy, rubricato proprio
in questi termini*'. Lintervento di adeguamento al
GDPR operato con il d.gs. n. 101/2018 ha tocca-
to, eccezion fatta per l'art. 93, tutte le disposizioni
del Titolo V*2. Lart. 75, d.Igs. n. 196 del 2003, ora
recita: “Il trattamento dei dati personali effettuato
per finalita di tutela della salute e incolumita fisica
dellinteressato o di terzi o della collettivita deve
essere effettuato ai sensi dell’articolo 9, paragrafi
2, lettere h) ed i), e 3 del regolamento, dell’articolo
2-septies del presente codice, nonché nel rispetto
delle specifiche disposizioni di settore”. La nuova
disposizione, nel sottinteso riferimento allogget-
to del trattamento costituito dai dati sensibili, fa
rinvio ad altre norme, prime fra tutte quelle di cui
allart. 9 del GDPR, soppiantando la precedente
disposizione®®. Ad essere richiamate sono quindi
le eccezioni previste dal par. 2 dell’art. 9 che si tra-
ducono nella finalita di cura (lett. #) — con lulte-
riore precisazione normativa di cui al par. 3 - e nei
motivi di interesse pubblico nel settore della sanita
pubblica (lett. 7).

Il trattamento di dati relativi alla salute — ma
anche di dati personali appartenenti ad altre cate-
gorie particolari — quando avvenga per gli sco-
pi menzionati, ricorrendo le necessita che sono
alla base di dette deroghe, dunque prescinde dal
consenso dell'interessato. Deve inoltre essere con-
forme alle misure di garanzia, ex art. 2-septies, e
rispettare le “specifiche disposizioni di settore”
Con tale formula l'art. 75 fa rinvio ad altre nor-
me, anche di livello non primario, tracciate sem-
pre con riguardo al trattamento di dati personali
per finalita di tutela della salute. In questo caso, il

27. Per una prima analisi della norma, antecedente alle modifiche apportate dalla legge di conversione, v. FRANCARIO

2021.

28. Riportando il chiarimento del Garante, di cui alla nota del 27 novembre 2018, CORTESE 2021, p. 1046, evidenzia
come anche la prospettiva antecedente alle modifiche citate potesse aprire alla fonte di tipo amministrativo.

29. Siv. l'art. 4, n. 5), del GDPR.

30. ZANOVELLO 2023, P. 129 SS., Spec. 150 §S.; ZANOVELLO 2021, p. 1051 SS.

31. Su questo assetto normativo, RICCIO 2004, p. 247 ss. Cfr. CAGGIA 2007, p. 405 ss.

32. Molti degli articoli che componevano questo titolo sono stati abrogati: artt. 76, 81, 83, 84, 85, 86, 87, 88, 89, 90, 91

€ 94.
33. POLETTI 2007, p. 1195 ss.
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riferimento puo essere, ad esempio, alla disciplina
del trattamento dei dati operato mediante il fasci-
colo sanitario elettronico. Per certi versi, l'art. 75
riveste un carattere programmatico, 1a dove, non
menzionando il consenso, intende dare segno di
un suo formale superamento, almeno nell’area del
trattamento dei dati in ambito sanitario®.

I contenuto delle disposizioni “superstiti” del
Titolo V, preannunciato dall’art. 77 del Codice della
privacy, ¢ costituito dalle modalita particolari per
informare I'interessato e trattare i suoi dati. Dinan-
zi alla mutata prospettiva nei confronti del consen-
$0, acquista un ruolo piu pregnante I'informazione
al paziente.

Posto che gli elementi dell'informativa sono
quelli dettati agli artt. 13 e 14 del GDPR®?, l’art. 78
dispone che il medico di medicina generale, cosi
come il pediatra di libera scelta, informi linteres-
sato relativamente al trattamento dei dati persona-
li, in forma chiara e tale da rendere agevolmente
comprensibili detti elementi, conformemente al
principio di trasparenza®®. La tutela dellinteres-
sato paziente ¢ affidata a precetti che mirano a
garantire un raggiungimento di consapevolezza
in ordine al trattamento dei dati che lo riguarda-
no, specialmente quando il trattamento avvenga
con gli strumenti informatici, come oggi accade
maggiormente. Le modalita descritte sono estese,
dall’art. 79, alle strutture che erogano prestazioni
sanitarie e socio-sanitarie, le quali, sulla base di

adeguate misure organizzative, possono avvaler-
sene “in modo omogeneo e coordinato in riferi-
mento all'insieme dei trattamenti di dati personali
effettuati nel complesso delle strutture facenti capo
alle aziende sanitarie” per piu trattamenti di dati.
Linformazione al paziente sul trattamento dei
suoi dati personali deve precedere la prestazione
medica, eccezion fatta per i casi di emergenza e
tutela della salute e dell'incolumita fisica enunciati
all’art. 82. La regola contribuisce a confermare che
nella prestazione sanitaria il trattamento dei dati
relativi alla salute costituisce momento funzionale,
per non dire coessenziale, alla sua esecuzione®.

4. 'amministrativizzazione
della protezione dei dati

Sin dalle prime riflessioni sulla protezione dei dati
personali si & colta 'inconsistenza del consenso
dellinteressato al trattamento come dispositivo di
controllo nella circolazione dei dati**. E un’inap-
propriatezza che si riscontra su piu fronti, se rap-
portata alle condizioni normali di un individuo, un
utente medio dei servizi digitali.

11 piu delle volte, infatti, il consenso & prestato
senza alcuna consapevolezza, con disattenzione.
La possibilita o la necessita di accedere velocemen-
te a un servizio e le caratteristiche dellambiente
digitale, alla portata di tutti, in qualsiasi luogo e
in qualsiasi momento, su un computer, uno smart-
phone, un tablet, influiscono sui soggetti inibendo

34. Ogni riferimento al consenso ¢ stato espunto dalle disposizioni di questo Titolo, “per effetto della mutata ratio

normativa’, D1 MASI 2021, p. 1237.

35. Per la violazione degli obblighi informativi sanciti dal Regolamento e dal Codice della privacy, si ¢ sostenuta

in dottrina la configurabilita di una responsabilita contrattuale, in quanto si tratterebbe dell'inadempimento di

obbligazioni derivanti ex lege, PIRAINO 2017, p. 389 s.

36. Vanno evidenziati, da parte sua, “analiticamente eventuali trattamenti di dati personali che presentano rischi
specifici per i diritti e le liberta fondamentali, nonché per la dignita dell'interessato”. E cio, in particolare, nel
caso di trattamenti effettuati: “a) per fini di ricerca scientifica anche nellambito di sperimentazioni cliniche,

in conformita alle leggi e ai regolamenti, ponendo in particolare evidenza che il consenso, ove richiesto, ¢

manifestato liberamente; b) nellambito della teleassistenza o telemedicina; ¢) per fornire altri beni o servizi

allinteressato attraverso una rete di comunicazione elettronica; c-bis) ai fini dell'implementazione del fascicolo
sanitario elettronico di cui all’articolo 12 del decreto-legge 18 ottobre 2012, n. 179, convertito, con modificazioni,
dalla legge 17 dicembre 2012, n. 221; c-ter) ai fini dei sistemi di sorveglianza e dei registri di cui all'articolo 12 del
decreto-legge 18 ottobre 2012, n. 179, convertito, con modificazioni, dalla legge 17 dicembre 2012, n. 221"

37. Cfr. FINOCCHIARO 2008, p. 213 ss. Con riguardo, invece, al trattamento effettuato per la prescrizione di medi-

cinali, l'art. 89 bis dispone che si adottino “cautele particolari” in relazione alle misure di garanzia del Garante,

anche al di la della finalita di cura.
38. Cfr. MIRABELLI 1993, p. 313 SS.
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la considerazione che possono avere del valore
della privacy e dei loro dati personali. Se linte-
ressato cercasse di comprendere cio cui sta accon-
sentendo, spesso non sarebbe in grado di capirlo.
La complicatezza delle operazioni di trattamento
e la complessita tecnologica degli strumenti stes-
si pregiudicano lintelligibilita delle attivita e delle
procedure messe in atto, la quale puo richiedere
conoscenze tecniche elevate e anche molto setto-
riali. Talvolta ¢ I'informazione offerta all'interes-
sato ad essere pregiudicata da questa complessita,
di conseguenza ostacolando la comprensione del
trattamento per cui si richiede il consenso, talaltra
¢ anche solo il modo in cui I'informazione & resa
che impedisce di comprendere. E, ancora, qualo-
ra tale consapevolezza vi fosse, la scelta sarebbe
vincolata, poiché altrimenti il servizio correlato
al trattamento potrebbe non essere erogato. In tal
caso l'interessato avrebbe si contezza delle opera-
zioni di trattamento dei suoi dati personali e dei
rischi connessi, ma acconsentirebbe ugualmente,
per mancanza di alternative o per il bisogno di
quel bene o di quel servizio®.

Il pensiero giuridico si ¢, dunque, indirizza-
to verso altri strumenti, diversi dal consenso, per
garantire la protezione dei dati personali — specie
quelli sensibili - e, con essa, la protezione della
persona. Le riflessioni sono approdate cosi ad una
serie di misure e accorgimenti, soprattutto di natu-
ra tecnica, in grado di intervenire preventivamente
rispetto alla possibile violazione di dati persona-
li. E questi si sono poi tradotti in principi e regole,
che possono, in larga parte, ricondursi al concetto
di “sicurezza’.

Cosi puo intendersi la riservatezza per proget-
tazione e per impostazione, cio¢ le nozioni di pri-
vacy by design e privacy by default*’. Tali concetti

39. Cfr. GATT-CAGGIANO-MONTANARI 2021.

impongono al sistema informatico di conformarsi
alla protezione dei dati, sin dallorigine. Lambien-
te digitale viene pensato sin dalla sua costruzione
come un insieme di strutture atte a garantire la
protezione dei dati personali e l'architettura dello
spazio elettronico deve rispondere a questa logi-
ca*'. In tal senso, la privacy non & piu vista come
un diritto corrispondente a mere pretese esercita-
bili dal singolo, bensi come un diritto che esige una
tutela complessiva in quel contesto e da quel conte-
sto e che quindi partecipa alledificazione dell'am-
biente digitale. Se il codice - informatico - diventa
la nuova legge*?, allora il diritto modella questo
codice affinché assicuri losservanza dei principi e
delle regole, che al di fuori dello spazio elettronico
¢ assicurata dalla legge®’.

Cosi puo intendersi anche la tecnica della
pseudonimizzazione, con cui viene impedita lat-
tribuzione del dato personale al soggetto cui si
riferisce. Limpedimento non ¢ irreversibile ed ¢
sempre possibile restituire al dato pseudonimiz-
zato la sua attribuibilita mediante 'utilizzo della
specifica “chiave”. In cio la pseudonimizzazione si
distingue dall'anonimizzazione, che invece spoglia
irreversibilmente il dato personale della possibilita
di essere attribuito alla persona e lo rende, appun-
to, dato anonimo**. La prima delle misure tecni-
che e organizzative che il GDPR, all’art. 32, prevede
possa essere messa in atto da parte del titolare e
del responsabile del trattamento per garantire un
livello di sicurezza adeguato al rischio ¢ proprio
la pseudonimizzazione. Il dato pseudonimizzato &
ancora dato personale e ne conserva il valore, per-
ché I'individuo rimane identificabile, ma il tratta-
mento che si svolge diviene piu sicuro®.

Allo stesso modo si possono intendere le
procedure di valutazione del rischio®. Nelle

40. Si v. lart. 25 GDPR, rubricato “Protezione dei dati fin dalla progettazione e protezione per impostazione

predefinita”

41. BRAVO 2022, p. 85 ss.; BRAVO 2019, p. 775 ss. V. anche CALZOLAIO 2017.

42. Secondo la celebre formula code is law, LESSIG 1999.
43. MAESTRI 2015, passim.

44. IRTI 2022, p. 49 ss.

45. PELLECCHIA 2020, p. 360 ss., spec. p. 362.

46. MANTELERO 2019, P. 473 $5.; MANTELERO 2017, p. 287 ss. Cfr. GRUPPO ARTICOLO 29, Linee guida in materia di
valutazione d’impatto sulla protezione dei dati e determinazione della possibilita che il trattamento “possa presen-
tare un rischio elevato” ai fini del regolamento (UE) 2016/679, 4 ottobre 2017, WP 248 rev.o1.
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formulazioni del GDPR, la “valutazione dei rischi
per i diritti e le liberta degli interessati” ¢ inclusa
nella “valutazione d’'impatto sulla protezione dei
dati’, ai sensi dellart. 35, par. 7 lett. c. Al titolare
del trattamento e richiesta la valutazione d'im-
patto quando il tipo di trattamento da effettuare
puo presentare un rischio elevato per i diritti e le
liberta degli interessati. La procedura contempla il
coinvolgimento dell’autorita di controllo, ai sensi
dell’art. 36 del GDPR: se la valutazione d’impatto
sulla protezione dei dati indica che il trattamen-
to presenterebbe un rischio elevato in assenza di
misure adottate dal titolare per attenuare il rischio,
questi deve procedere con una consultazione pre-
ventiva dell'autorita. Peraltro, il par. 5 dellart. 36
permette agli Stati membri di prescrivere che i
titolari consultino l'autorita di controllo e ne otten-
gano lautorizzazione preliminare, in relazione al
corrispondente trattamento per lesecuzione di un
compito di interesse pubblico, come “il trattamen-
to con riguardo alla protezione sociale e alla sanita
pubblicaz.

Ma soprattutto la funzione di garanzia in ottica
preventiva € assegnata al principio di accountabili-
ty, la responsabilizzazione dei soggetti che operano
il trattamento dei dati*’. In virtli di questo princi-
pio, ai sensi dell’art. 5, par. 2, del GDPR, il titolare
del trattamento &€ competente per il rispetto di tutti
i principi del trattamento dei dati personali, ex art.
5, par. 1, ed ¢ in grado di comprovarlo. Nell'ipotesi
in cui il trattamento si basi sul consenso dell'inte-
ressato, il GDPR, allart. 7, par. 1, prescrive speci-
ficamente — come declinazione della piti generale
responsabilizzazione del titolare — che questi debba

poter dimostrare che il consenso ¢é stato prestato.
Ai sensi dell’art. 24, il titolare del trattamento, tenu-
to conto della natura, dellambito di applicazione,
del contesto e delle finalita del trattamento, nonché
dei rischi aventi probabilita e gravita diverse per i
diritti e le liberta delle persone fisiche, deve adotta-
re le misure tecniche e organizzative che non solo
ne garantiscano la conformita al GDPR, ma anche
gli consentano di dimostrarla.

Il principio di accountability “costituisce il
nucleo della riforma europea e realizza un nuovo
sistema normativo nel trattamento dei dati perso-
nali e nella protezione dei diritti della persona”®.
Mediante questo principio la tutela della persona,
nellambito della protezione dei dati personali, si
puo trasferire dal piano rimediale successivo e del-
la sanzione e dal piano singolare e puntiforme del
consenso dell'interessato a quello piu generale e
preventivo della gestione del rischio. E cosi acqui-
sta nuova centralita la posizione del titolare del trat-
tamento*’: infatti, egli deve mettere in atto misure
appropriate ed efficaci per assicurare la protezio-
ne dei dati, in conformita ai principi del GDPR,
e deve documentare 'adozione di queste misure,
per poter rispondere a una richiesta di dimostra-
zione®. Lungi dal restare una norma meramente
programmatica, il principio di accountability ha
notevoli ricadute pratiche e organizzative, in ter-
mini operativi, per le misure concretamente da
prendere, e in termini precauzionali, come preco-
stituzione della prova. Quindi vi ¢ un obbligo di
sicurezza, gravante sui soggetti che operano il trat-
tamento, titolare e responsabile®’.

47. CAMARDI 2022, P. 25 $S.; STANZIONE 2022, P. 1 $S.; AMRAM 2020; FINOCCHIARO 2019, p. 2778 ss. Cfr. GRUPPO
ARTICOLO 29, Parere 3/2010 sul principio di responsabilita, 13 luglio 2010, WP 173.

48. Cosl FINOCCHIARO 2019, p. 2778; FINOCCHIARO 2012, p. 289 ss.

49. Cfr. MESSINETTI 2019, p. 146: “al ridimensionamento della volonta del titolare dei dati personali fa da contrappun-

to il rafforzamento di un potere del titolare del trattamento: il diritto — appunto - di trattare i dati personali altrui”

50. Sono i due elementi di cui si compone il principio di accountability. V. GRUPPO ARTICOLO 29, Parere 3/2010 sul

principio di responsabilita, cit., 9.

51. In argomento FARACE 2019, p. 731 ss. V. anche SIRGIOVANNI 2020, p. 1013: “In altri termini, la tutela del diritto

alla protezione dei dati personali sta non tanto nel negare il consenso al trattamento - in quanto spesso negare

il consenso significa non ottenere il servizio — ma piuttosto nel predisporre da parte del titolare del trattamento

tutte le misure idonee perché il trattamento del dato sia eseguito nel rispetto dei principi di liceita, correttezza

e trasparenza del trattamento, limitando il trattamento alla specifica finalita indicata” Nella prospettiva della

legge n. 675 del 1996, Bozz1 1997, p. 97 ss., affronta i profili legati ai soggetti del trattamento, mentre CONTE 1997,

p. 225 8., spec. p. 262 ss., mette in relazione gli obblighi di sicurezza con i diritti dei soggetti interessati.

[10]



RIVISTA ITALIANA DI INFORMATICA E DIRITTO 2/2025

Sezione monografica. I dati in ambito pubblico tra esercizio della funzione amministrativa e regolazione del mercato

Una buona parte dei trattamenti di dati perso-

nali effettuati ha luogo per le attivita della pubbli-
ca amministrazione e cio vale in particolar modo
per i dati relativi alla salute, considerando che uno
dei settori pit importanti, forse il principale, in cui
essi vengono trattati ¢ proprio quello sanitario. E,
se si parla di soggetti pubblici, allora, il campo del-
le regole non ¢ pill - o almeno non ¢ piu soltanto
- quello del diritto privato, ma ¢ quello del diritto
pubblico o, forse, meglio, del diritto amministrati-
vo. Come é stato messo in luce in dottrina, € pos-
sibile individuare una funzione amministrativa di
protezione dei dati personali, alla quale rispondo-
no le regole volte a disciplinare la pubblica ammi-
nistrazione e la sua attivita 1a dove vengano in
gioco trattamenti di dati*’.

La norma di diritto pubblico che si cala nel
contesto della sanita, nella garanzia del diritto alla
salute, deve dunque includere la protezione dei
dati personali e, specialmente, di quelli sanitari.
Come espresso proprio dalla legge Gelli-Bianco,
in apertura, all’art. 1, tutte le attivita finalizzate alla
prevenzione e alla gestione del rischio connesso
allerogazione di prestazioni sanitarie e l'utilizzo
appropriato delle risorse strutturali, tecnologiche
e organizzative contribuiscono a realizzare la sicu-
rezza delle cure, che & parte costitutiva del diritto
alla salute ed e perseguita nell'interesse dell'indivi-
duo e della collettivita. Con cio puo comprender-
si come nella tutela del diritto alla salute vadano
ricompresi tutti quei requisiti organizzativi fina-
lizzati a garantire trasparenza ed efficienza del-
le risorse e implicanti I'uso delle tecnologie®. La
protezione dei dati personali partecipa quindi del
diritto alla salute, come diritto della personalita

e nellorizzonte unitario - concettuale, giuridico -
della persona umana.

Percio si fa preminente la regolazione ammini-
strativistica su quella privatistica. Questo supera-
mento ¢ l'amministrativizzazione della protezione
dei dati personali®*. 1l fatto che le disposizioni non
siano pit — o non pill tanto - di diritto privato, ma
di diritto amministrativo non cambia il modo in cui
vadano interpretate, alla luce del principio persona-
lista e della dignita, che irradia [ordinamento tutto.

5. Il fascicolo sanitario elettronico

Con lo sviluppo della sanita digitale si assiste a un
aumento delle attivita di trattamento di dati perso-
nali in ambito sanitario e quindi di dati relativi alla
salute, mediante strumenti tecnologici e informa-
tici. Lincremento delle operazioni di trattamento
conferisce importanza maggiore alla normativa in
materia di protezione dei dati sanitari.

Da questo punto di vista un plesso normativo
in particolare assume grande rilevanza nellor-
dinamento italiano, per il carattere applicativo e
al contempo sistematico delle sue disposizioni
rispetto alla materia della protezione dei dati per-
sonali, e cioé la disciplina del fascicolo sanitario
elettronico (c.d. FSE)*. Si tratta peraltro di una
disciplina in costante mutamento, mai assestatasi
definitivamente, e anzi oggi in fase di rapidi aggiu-
stamenti, per restare al passo con I'incessante inno-
vazione tecnologica e con levoluzione del quadro
normativo, specialmente su impulso del diritto
eurounitario.

Lart. 12 del d.I. 18 ottobre 2012, n. 179, con cui
il FSE fu formalmente istituito, ¢ stato modifica-
to dal legislatore finora per ben undici volte®. Le

52. BOMBARDELLI 2022, p. 351 ss. V. anche FRANCA 2023. Cfr. CARULLO 2018.

53. AMRAM-COMANDE 2018, p. 1 ss. Cfr. ALPA 2022, p. 89 ss.

54. CORSO 2024, . 334 ss.; CORSO 2023, p. 91 ss. Una amministrativizzazione della protezione dei dati si puo osser-

vare anche nel maggior peso dato all'atto amministrativo come fonte del diritto. A tal proposito, si considerino

anche le modifiche apportate allart. 2-ter del Codice della privacy ad opera del d.1. n. 139/2021, FRANCARIO 2021.

Cfr. FRANCARIO 2022, p. 679 SS.

55. Sul FSE, senza pretesa di esaustivita, v. CAPILLI 2025, p. 7 sS.; CATELANI 2023, p. 423 sS.; POSTERARO-CORSO
2023, p. 187 sS.; SILVANO 2023, p. 228 ss.; POSTERARO 2022, p. 187 ss.; POSTERARO 2021; PIOGGIA 2021, p. 215
ss.; GAMBINO-MAGGIO-OCCORSIO 2020; BOTTARI 2017, p. 65 ss.; COMANDE-NOCCO-PEIGNE 2012, p. 105 s5.;
FINOCCHIARO 2012; GUARDA 2011; PEIGNE 2011, p. 1519 ss. V. anche CORsO 2020, p. 393 ss.

56. Dopo le modifiche dettate dall’art. 1, comma 1, 1. 17 dicembre 2012, n. 221, in sede di conversione, l'articolo &

stato ritoccato dall’art. 17, comma 1, lett. a, d.1. 21 giugno 2013, n. 69, convertito, con modificazioni, dallal. 9 ago-

sto 2013 n. 98. A queste hanno fatto seguito quelle di cui all’art. 1, 1. 11 dicembre 2016, n. 232; art. 1, comma 558,
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regole dettate dall’art. 12 sono completate da una
normativa pitt dettagliata affidata a piu decreti,
principalmente del Ministero della salute. Il primo
“regolamento” in materia di FSE, infatti, fu detta-
to dal d.p.c.m. n. 178 del 2015. Le disposizioni ivi
contenute sono state poi abrogate dai decreti del
Ministero della salute 7 settembre 2023, c.d. “decre-
to FSE 2.0”, e 31 dicembre 2024, il decreto istitu-
tivo dellecosistema dati sanitari (c.d. EDS). Nel
frattempo, il decreto FSE 2.0 ¢ stato gia oggetto di
modifiche ad opera del decreto del Ministero della
salute 30 dicembre 2024.

Il FSE & un “contenitore” di dati personali e,
come tale, di dati personali ¢ alimentato. Ad ali-
mentarlo sono i dati degli eventi clinici presenti e
trascorsi riguardanti l'assistito, inerenti anche alle
prestazioni erogate al di fuori del Servizio sanitario
nazionale, in maniera continuativa e tempestiva
dai soggetti e dagli esercenti le professioni sanita-
rie che hanno in cura lassistito stesso nonché, su
iniziativa di quest’ultimo, con i dati medici in suo
possesso”’.

Da un esame complessivo delle disposizioni in
materia, si evince come I'impiego del FSE consenta
di raggiungere plurime finalita. La finalita di cura
e assistenziale ¢ solo una di queste, che si aggiunge
alla finalita di ricerca e a varie finalita di caratte-
re pubblico. Per il conseguimento degli obiettivi
corrispondenti a queste varie finalita ora al FSE si
affianca 'EDS, una banca dati in cui confluiscono
le informazioni comprese nel FSE, che possono
quindi essere gestite separatamente, soprattutto
per gli scopi di carattere pubblico. All’assistito sono
riconosciuti vari “diritti” ed & attraverso questi che
egli vede garantita la propria autodeterminazio-
ne. Si pensi al diritto di accesso, che gli consente

di avere contezza dei dati e dei documenti caricati
nel FSE, o il diritto alloscuramento, che gli per-
mette di nascondere i referti presenti nel FSE ai
professionisti che vi abbiano accesso. Il consenso
dellassistito rileva ai fini della consultazione: egli
cioe puo acconsentire o negare 'accesso al suo FSE
agli esercenti le professioni sanitarie che intendano
consultarlo per finalita di diagnosi, cura e riabilita-
zione, prevenzione, profilassi internazionale.

Ma la disciplina del FSE ¢ emblematica del nuo-
vo modo di intendere il consenso proprio perché
consente trattamenti di dati personali e di dati sani-
tari a prescindere dal consenso dell'interessato stes-
so. Infatti, il comma 3-bis>® dell’art. 12 d.1. n. 179/2012,
secondo cui “il FSE puo essere alimentato esclusiva-
mente sulla base del consenso libero e informato da
parte dellassistito, il quale puo decidere se e quali
dati relativi alla propria salute non devono essere
inseriti nel fascicolo medesimo’, ¢ stato abrogato dal
d.l. n. 34/2020%°. La scelta di procedere allabroga-
zione cancellando il requisito del consenso ¢ in linea
con le affermazioni del Garante per la protezione
dei dati personali, che nel provvedimento del 7 mar-
Z0 2019, N. 55 aveva ammesso, forse un po fretto-
losamente, la possibile eliminazione della necessita
di acquisire il consenso dell'interessato allalimen-
tazione del fascicolo. La posizione del Garante si
basava sul quadro normativo rinnovato, a seguito
dellentrata in vigore del Regolamento generale sulla
protezione dei dati e del d.Igs. n. 101/2018, di ade-
guamento delle disposizioni contenute nel Codice
della privacy®’.

Si pud notare dunque come la previsione
dellinteresse pubblico rilevante e dell'interesse
pubblico nel settore della sanita pubblica, tra le
eccezioni al divieto di trattamento di dati sanitari,

L. 30 dicembre 2018, n. 145; art. 3, 1. 22 marzo 2019, n. 29; art. 11, d.I. 19 maggio 2020, n. 34, convertito, con

modificazioni, dalla 1. 17 luglio 2020, n. 77; art. 21, d.l. 27 gennaio 2022, n. 4, convertito, con modificazioni,

dalla I. 28 marzo 2022 n. 25; art. 42, comma 1, lett. a, d.1. 2 marzo 2024, n. 19, convertito, con modificazio-

ni, dalla l. 29 aprile 2024, n. 56; art. 36, comma 2, d.Igs. 3 maggio 2024, n. 62. Invece la L. 23 settembre 2025,
n. 132, recante “Disposizioni e deleghe al Governo in materia di intelligenza artificiale”, all’art. 10 introduce
lart. 12-bis del d.1. 179/2012, per regolare aspetti dell'intelligenza artificiale nel settore sanitario.

57. V.art. 12, commi1 e 3, d.l. n. 179/2012.

58. Introdotto dall’art. 1, comma 1, 1. 17 dicembre 2012, n. 221, in sede di conversione.

59. GAMBINO-MAGGIO-OCCORSIO 2020. Labrogazione, precisamente, si ¢ avuta ad opera dell’art. 11, comma

1, lett. d, d.1. 19 maggio 2020, n. 34, convertito, con modificazioni, dalla . 17 luglio 2020, n. 77. Al riguardo

v. MiccCU 2021, p. 11 ss.; COVINO 2021, P. 66 $S.; SORRENTINO-SPAGNUOLO 2020, P. 251.

60. CUTTAIA 2021, P. 195 SS., Spec. p. 200 s.; FOGLIA 2020, p. 43 ss. Sia concesso il rinvio a CORSO 2019, p. 225 ss.
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possa tradursi in una valvola di apertura, quasi
una clausola generale, in grado di oltrepassare il
divieto ex art. 9 par. 1 GDPR, al ricorrere del gene-
rale elemento pubblicistico. La protezione dei dati
personali — e specialmente relativi alla salute - si
connota, quindi, sempre pitt come materia di dirit-
to pubblico e amministrativo, perdendo rilievo la
connotazione privatistica che la descriveva sostan-
zialmente come un diritto dei singoli, come una
questione di riserbo o un affare tra privati. La tute-
la della persona - e lo si puo intendere anche dalle-
voluzione del FSE - & affidata, dunque, al piano
della sicurezza, che concretamente andra garantita
e implementata dai titolari del trattamento.

La garanzia dellautodeterminazione permane
— e con essa unarea di autonomia, che restituisce
spazio al diritto privato — nel novero dei diritti
dell'interessato e dell’assistito, pur con tutti i gros-
si limiti dell’attuale assetto normativo. Si pensi, ad
esempio, ai limiti che incontra indistintamente il
diritto alla cancellazione, sancito dall’art. 17 GDPR,
la dove si tratti di trattamenti di dati necessari per
motivi di interesse pubblico nel settore della sanita
pubblica (par. 3, lett. ¢, dell’art. 17)°'. Lassunto circa
il rilievo dei diritti riconosciuti al singolo, in chiave
di autodeterminazione rispetto al trattamento di
dati relativi alla salute, trova riscontro nella nuo-
va disciplina dello spazio europeo dei dati sanitari,
dettata dal reg. Ue n. 327 del 2025.

6. Lo spazio europeo dei dati sanitari

Il Regolamento UE 2025/327 dell'1 febbraio 2025,
pubblicato nella Gazzetta Utliciale dell'Unione
europea il 5 marzo 2025, ha istituito lo European
Health Data Space (c.d. EHDS), lo spazio europeo
dei dati sanitari. Nuova tappa del percorso del dirit-
to della tecnologia, il Regolamento sullEHDS rap-
presenta il frutto di un impegno che dura da anni
per realizzare, sul piano giuridico, un ambiente
digitale sicuro in cui trattare dati sanitari, essenzia-
le per la digitalizzazione della sanita. Esso si colloca
primariamente nell'ambito della strategia europea
dei dati, ma al contempo rappresenta un elemento
fondamentale dell'Unione europea della salute®.
Listituzione dellEHDS si compie, come espres-
so dallart. 1, par. 1, del reg. UE n. 327 del 2025, con

61. C. PERLINGIERI 2022, P. 127 SS.

la previsione di “disposizioni, norme e infrastrut-
ture comuni e un quadro di governance al fine di
facilitare l'accesso ai dati sanitari elettronici per
I'uso primario dei dati sanitari elettronici e I'uso
secondario di tali dati”. La creazione dellEHDS ¢
diretta a garantire a ciascuno un accesso semplice
e immediato ai propri dati sanitari in formato elet-
tronico, unagevole loro condivisione con i profes-
sionisti sanitari, anche in Stati membri diversi, e un
controllo sui dati stessi, in una cornice di interope-
rabilita e sicurezza. Ha anche lo scopo di favorire
un mercato unico per i sistemi di cartelle cliniche
elettroniche e di delineare un quadro giuridico
coerente, affidabile ed efficiente per riutilizzare i
dati sanitari in ambito pubblico, come per la ricer-
ca, I'innovazione, la determinazione delle politiche.
Le finalita perseguite sono in realta molteplici, ma
possono simbolicamente raggrupparsi in due cate-
gorie, che strutturano l'intero Regolamento: I'uso
primario e 'uso secondario. In estrema sintesi I'uso
primario e l'utilizzo dei dati per l'assistenza sanita-
ria e i servizi connessi, mentre I'uso secondario ¢
I'impiego dei dati per finalita diverse dalle finalita
iniziali per cui i dati sono stati raccolti o prodotti.

Il Regolamento sullEHDS si pone espressa-
mente in relazione con il GDPR, a sua integrazione
e specificazione, come enunciato allart. 1. Inoltre,
secondo il par. 3 dell’art. 1, esso “lascia impregiu-
dicati gli altri atti giuridici dell'Unione relativi
all’accesso ai dati sanitari elettronici, alla loro con-
divisione o al loro uso secondario o le prescrizioni
dell'Unione relative al trattamento dei dati in rela-
zione ai dati sanitari elettronici” e, in particolare,
lascia “impregiudicato” il reg. Ue n. 679 del 2016.
La disciplina dettata dal GDPR continua dunque a
trovare applicazione, senza modifiche. Tuttavia, in
relazione al trattamento di dati sanitari elettronici
prende corpo un assetto normativo di dettaglio.

Le definizioni stesse, fornite dall’art. 2 del Rego-
lamento sullEHDS, poggiano, in buona parte, su
quelle rese dal GDPR. Spicca, per il rilievo assunto
nell'ambito del’EHDS e in relazione alla protezio-
ne dei dati personali, la definizione di “dati sani-
tari elettronici personali’, di cui allart. 2, par. 2,
lett. a, cioe “i dati relativi alla salute e i dati gene-
tici che sono trattati in formato elettronico”. Non

62. CATANZARITI 2025; MORACE PINELLI 2025-A, p. 1016 ss.; MORACE PINELLI 2025-B; SLOKENBERGA-O CATHAOIR-
SHABANT 2025; C. PERLINGIERI 2024, P. 485 ss. Sia consentito di rinviare a CORSO 2025, p. 563 ss.
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vi ¢ identita quindi tra la nozione di “dati sanitari
elettronici” - che possono essere anche dati non
personali — e quella di “dati relativi alla salute” Il
formato elettronico, che ¢ elemento attinente alla
modalita di trattamento, individua una sottocate-
goria di dati personali sensibili ai quali si applica
la specifica disciplina del reg. Ue n. 327 del 2025.
Come espresso al considerando 7, I'impiego per via
elettronica di dati sanitari ¢ comune e funzionale
ai sistemi sanitari nazionali, in cui vengono rac-
colti tramite le cartelle cliniche elettroniche, “che
solitamente contengono 'anamnesi di una persona
fisica, diagnosi e cure, medicinali, allergie e vacci-
nazioni, nonché immagini radiologiche, risultati
di laboratorio e altri dati medici, distribuiti tra i
diversi soggetti del sistema sanitario, quali medici
di base, ospedali, farmacie o servizi di assistenza”
Poiché i dati sanitari elettronici personali vengono
definiti come un sottoinsieme di dati relativi alla
salute ed essendo questi dati personali apparte-
nenti alle categorie particolari, valgono per il loro
trattamento le regole dettate dal GDPR per i dati
sensibili, ossia il divieto generale, derogato nelle
ipotesi espressamente previste. Si rinfrancano cosi
lincisivita e lestensione dell'interesse pubblico
come legittimazione del trattamento dei dati per-
sonali, espressa dagli artt. 6, par. 1, lett. e, e 9, par.
2, lett. g, del reg. Ue n. 679 del 2016, esplicitamente
menzionati dal reg. Ue n. 327 del 2025.

Tra le norme pil significative del Regolamen-
to sullEHDS vi ¢ il riconoscimento del diritto
delle persone fisiche all'esclusione, verso il tratta-
mento di propri dati sanitari elettronici persona-
li. CEHDS contempla quindi la possibilita che gli
interessati esercitino un opt-out, rispetto allo spa-
zio europeo stesso. Punto di equilibrio fra le esi-
genze della collettivita all'utilizzo dei dati sanitari
e le istanze di tutela del singolo, esso rappresenta
un contemperamento funzionale tanto all'uso pri-
mario quanto all'uso secondario dei dati sanitari
elettronici, nel rispetto delle liberta e dei diritti
fondamentali della persona. Il diritto allesclusione
consiste nel diritto a che siano impediti l'accesso
ai propri dati sanitari elettronici e la loro messa a
disposizione per i servizi del'lEHDS. Aggiungen-
dosi ai diritti dell’interessato®®, esso contribuisce
sensibilmente a garantire 'autodeterminazione del
soggetto rispetto ai trattamenti di dati sanitari che

lo riguardino, pur se non comporta una cancella-
zione dei dati stessi, che invece sembrano perma-
nere all'interno del'EHDS.

Nodale, in ordine all'uso secondario dei dati
sanitari elettronici, ¢ il ruolo svolto dall'autorizza-
zione ai dati, che lorganismo responsabile rilascia,
ai sensi dell’art. 68, sulla base della domanda e a
seguito della valutazione di una serie di requisiti.
Secondo la definizione dellart. 2, par. 2, lett. v, la
“autorizzazione ai dati”, & “una decisione ammini-
strativa”: € chiaro qui il senso della amministrati-
vizzazione della protezione dei dati.

Nel complesso, le nuove disposizioni raffigura-
no uno scenario ancora futuro - l'applicazione del
reg. Ue n. 327 del 2025, infatti, ¢ rinviata a partire dal
2027, con differenti scaglioni per piu fasi temporali
- per certi versi avveniristico - in quanto si coniuga
con lo sviluppo delle tecnologie pit nuove, come
I'intelligenza artificiale, e quelle tuttora ignote che
saranno fatte proprie dalla sanita digitale - ove
trova valorizzazione il bisogno superindividuale
legato al trattamento dei dati sanitari, di cui si fa
portatrice l'amministrazione pubblica, ma sempre
con losservanza dei diritti del singolo. CEHDS si
connota dunque, da un lato, per il rapporto diret-
to e speciale con la disciplina della protezione dei
dati personali e, dallaltro, per la concezione del
dato sanitario come di una informazione destina-
ta a circolare e che dovra circolare, eventualmente
anche a prescindere dalla posizione del soggetto
cui le informazioni stesse si riferiscono. Lavvento
dell’EHDS conferma la fine del consenso al tratta-
mento dei dati personali come strumento di tutela
per eccellenza del soggetto dinanzi al fenomeno
circolatorio dei dati e lo fa in relazione non a una
categoria qualsiasi di dati, bensi rispetto proprio ai
dati che piu di tutti potrebbero astrattamente pre-
giudicare I'individuo stesso, se trattati. Le norme
del GDPR non vengono toccate, ma trovano svi-
luppi proprio la dove ottimizzano la circolazione
dei dati per ragioni di interesse pubblico. Cid non
significa che il consenso non svolga pitl alcun ruo-
lo e non significa nemmeno che la volonta del sog-
getto non possa valere nellesercizio dei suoi diritti
soggettivi. Anzi, attraverso le norme nuove, che
arricchiscono le situazioni giuridiche del soggetto
interessato, si possono cogliere nuove sfumature
dell'autodeterminazione della persona.

63. Cfr. FATLLACE 2025, p. 379 ss. V. anche CACACE 2025, p. 333 ss.
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Il quadro giuridico che si staglia cosi alloriz- all'interpretazione ricondurre queste disposizio-
zonte, seppur comunque perfettibile, racchiude ni alla coerenza del sistema, conferendo ad esse
il bilanciamento fra l'interesse di carattere pub- il significato pit corretto nel rispetto dei principi
blico, all'impiego dei dati sanitari, e quello di dellordinamento e illuminando il percorso anco-
carattere privato, in capo ai singoli, che ¢ anche ra da seguire, verso la garanzia piu effettiva della
interesse dei pazienti alla cura migliore. Spettera  dignita della persona®*.
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